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Privacy policy 
 
AIESEC - Stowarzyszenie AIESEC Polska with its registered office in Wołomin at ul. 
Wiśniowa 6, 05-200 Wołomin registered in the register of associations, other social and 
professional organizations, foundations and independent public health care facilities kept by 
the District Court for the Capital City of Warsaw, 14th Commercial Division of the National 
Court Register under the number 0000121960, NIP: 5271070759 (hereinafter also AIESEC ") 
respects Users' right to privacy. This privacy policy, hereinafter also referred to as the 
"Policy", presents the terms and conditions for the collection, processing and use of 
information about Users of the website https://aiesec.pl/ (hereinafter the "Website") and its 
components as well as the terms and conditions for the protection of personal data of Website 
users. 
 
1. Processing of Website Users' personal data 
 
1.1. Personal data is any information relating to an identified or identifiable natural person. 
All personal data is collected, stored and processed on the Website in accordance with the 
provisions of Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 
April 2016 on the protection of individuals with regard to the processing of personal data and 
on the free flow of such data, and repealing Directive 95/46 / EC (hereinafter "GDPR"). 
 
1.2. Providing personal data is voluntary or mandatory. Voluntariness or obligation depends 
on the type of functionalities made available to Users on the Website (hereinafter collectively 
"Services"). Detailed regulations for the Services may indicate other personal data. The 
transfer of personal data may be in order to use the given Service. 
 
1.3. If the User provides personal data, then personal data is protected against access by third 
parties. Personal data is used by AIESEC only for contacts with Users for the performance of 
a given Service. 
 
2. Personal data administrator 
 
2.1. The administrator of the Website Users' personal data is AIESEC (hereinafter "the 
Administrator"). 
 
2.2. The administrator has appointed a data protection officer. Data protection officer email 
address: contact@aiesec.pl. 
 
3. Purpose and period of personal data processing 
 
3.1. Personal data is collected, stored and used by the Website with the consent of the persons 
concerned, in accordance with the law and with due procedures and in a manner that 
guarantees their security. The Administrator may use personal data only to ensure the proper 
provision of Services to Users and to communicate with Users, if the Users have given their 
consent. The detailed purpose and complete set of necessary information required by 
applicable law is provided for each Service under which the User's personal data is processed. 
 
3.2. The administrator declares that he does not use profiling for direct marketing purposes. 
 
3.3. Personal data in connection with the Website are processed: 
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a) in order to provide Services - the legal basis for processing is the necessity of processing 
(art.6 par.1 lit.b RODO); 
b) in order to provide the newsletter sending service, provided that it is provided by AIESEC - 
the legal basis for processing is the necessity of processing (art.6 par.1 lit.b) GDPR); 
c) for analytical and statistical purposes - the legal basis for processing is the Administrator's 
justified interest (Article 6 paragraph 1 letter f) of the GDPR) consisting in conducting 
analyzes of Users' activities on the Website in order to improve the functionalities used; 
d) in order to possibly determine, investigate or defend against claims - the legal basis for 
processing is the justified interest of the Administrator (art.6 par.1 lit.f) GDPR). 
 
3.4. Users' personal data will be processed for the period necessary to achieve the above-
mentioned purposes. 
 
4. The right to access your personal data. The right to correct and delete personal data 
 
4.1. The User is entitled to access and correct his personal data provided to the Administrator. 
 
4.2. Anyone who has consented to the processing of their personal data on the Website may 
apply to the Administrator for access to data, correction or deletion. A message should be sent 
to the email address provided in Article 2. 
 
5. Protection of personal data being processed 
 
5.1. Personal data is a database with a high degree of security. Personal data is stored on a 
server protected against both remote (IT) and physical access. Everyone who processes 
personal data on the Website has appropriate authorizations issued by the Administrator. 
 
6. Personal data available 
 
6.1. The Administrator does not transfer (does not sell or lend in any way) Users' personal 
data to other entities. 
 
6.2. Users' personal data may be transferred to third parties cooperating with AIESEC in 
connection with the provision of Services: i.e., entities providing advisory, IT, accounting, 
insurance services, etc. 
 
6.3. The Administrator does not transfer personal data of Website Users outside the European 
Economic Area. 
 
7. Processing of other Users' data 
 
7.1. The Website also collects information contained in system logs (e.g. IP address). This 
data is used for technical purposes related to server administration. IP addresses are also used 
to collect general statistical information about users visiting the Website. 
 
8. Transmission protection 
 
8.1. Data of special importance is sent via the SSL encrypted protocol (e.g. all types of 
passwords). 
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9. Cookies 
 
9.1. The website automatically collects information contained in cookie files. Cookie files (so-
called "cookies") are IT data, e.g. text files, which are stored on the User's end device (e.g. 
computer, cell phone) and are intended for using the Website's pages and allow the 
information contained therein to be read only the server that created them. Cookies contain 
the name of the website from which they originate, their storage time on the end device and a 
unique number. 
 
9.2. The administrator places cookies on the Website user's end device and gains access to 
them. The administrator is not responsible for the content of cookies sent by other websites to 
which links can be placed on the Website. 
 
10. The purposes of using cookies 
 
a) adapting the content of the Website pages to the User's preferences and optimizing the use 
of websites; in particular, these files allow to recognize the device of the Website User and 
properly display the website, tailored to his individual needs; 
b) creating statistics that help to understand how Website Users use websites, which allows 
improving their structure and content; 
c) maintaining the Website User's session (after logging in if such eventuality becomes 
available), thanks to which the User does not have to re-enter the login and password on each 
subpage of the Website; 
d) remembering interactions. 
 
The User may consent to the storage of cookies from the Website on his end device by means 
of software settings installed on the telecommunications end device he uses. 
 
IMPORTANT: in many cases the software used for browsing websites (web browser) by 
default allows the storage of cookies on the User's end device. Website Users can change 
cookie settings at any time. These settings can be changed in particular in such a way as to 
block the automatic handling of cookies in the web browser's settings or to inform about them 
every time they are placed on the Website's user's device. Detailed information about the 
possibilities and ways of handling cookies is available in the software (web browser) settings. 
It is worth remembering that restrictions on the use of cookies may affect some of the 
functionalities available on the Website. More information about cookies is available in the 
"Help" section of the web browser menu. 
 
11. Newsletter 
 
The Administrator may provide the newsletter service to Users who have provided their email 
address for this purpose. The newsletter service consists of periodically sending messages 
about announcements, news from the Administrator (marketing content). Providing data is 
required to provide the newsletter service, and failure to do so results in the inability to send 
it. 
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12. User rights 
 
12.1. The User has the right to: access to the content of data and request rectification, 
deletion, processing restrictions, the right to transfer data and the right to object to data 
processing, as well as the right to lodge a complaint to the supervisory body dealing with 
personal data protection - https: // uodo. gov.pl/. 
 
12.2. If the basis for the processing of User's data is consent, the data will be processed until 
its withdrawal. You can withdraw your consent at any time. Withdrawal of consent does not 
affect the lawfulness of the processing carried out before its withdrawal. In order to withdraw 
consent, the User may also send an email to contact@aiesec.pl. 
 
13. Change history 
 
This Privacy policy is current as of May 29, 2020. 


